
Branded Company Clothing - Cookie Policy 
 

1. Introduction  
We understand the importance of protecting your privacy, and we are committed to being 
transparent about the technologies we use.   
This Cookie Policy explains what cookies are, how we use them and which ones we use. It also 
explains how you can delete or block cookies from your device and what effect that may have 
on your online experience.   

2. What are cookies?   
Cookies are small text files that websites store on your browser or the hard drive of your device 
when you visit them. Widely used in order to make websites work in a better, more efficient way, 
they let our website and trusted third parties recognise you and remember important 
information about your visit. This makes your subsequent visits smoother and easier and the 
service more useful to you.   
Some cookies are automatically deleted from your device as soon as you leave the site, while 
others are stored for longer.   

3. How do we use them?   
When you are on our website, we may place a number of cookies on your browser or device.   
We use them to recognise you and store your preferences, so you have a better experience each 
time you visit. They also help us analyse and identify the parts of our website that perform best 
or might need tweaking. We sometimes do this by sharing anonymous cookie data with third 
parties such as Google Analytics.   
The cookies we employ are essential for navigating and using many of our website features.   

4. What types of cookies do we use?   
We use the following cookies:  

• Strictly necessary cookies. These are cookies that are required for the operation of our 
website. They include, for example, cookies that enable you to create a user account.   

• Analytical or performance cookies. These allow us to recognise and count the number 
of visitors and to see how visitors move around our website when they are using it. This 
helps us to improve the way our website works, for example, by ensuring that users are 
finding what they are looking for easily.  

• Functionality cookies. These are used to recognise you when you return to our website. 
This enables us to personalise our content for you and remember your preferences (for 
example, your choice of language or region).  

• Targeting cookies. These cookies record your visit to our website, the pages you have 
visited and the links you have followed. We will use this information to make our website 
and the advertising displayed on it more relevant to your interests. We may also share 
this information with third parties for this purpose.  

You can find more information about the individual cookies we use and the purposes for which 
we use them below:  
 
Cookie name: laravel_session 
Description: This cookie is provided by the Laravel framework in order to handle sessions. 
Purpose: Necessary 
Type: First party 
Duration: 2 Hours 
Cookie name: XSRF-TOKEN 
Description: This cookie is provided by the Laravel framework in order to prevent the cross-



scripting attacks. 
Purpose: Necessary 
Type: First party 
Duration: 2 Hours 
Cookie name: SERVERID 
Description: This cookie is used to maintain your session is secure during your whole visit. 
Purpose: Necessary 
Type: First party 
Duration: Session 
 

5. How do you review your cookie settings?   
You can delete cookies from your device or tell your web browser to block them.   
If you do decide to delete or block cookies, you may not be able to use all of the online 
features we offer or be able to store your preferences. Some of our pages might not display 
properly, and basic services like registration and ordering may not work either.   
If you want to remove cookies from your device, you can manually delete them whenever you 
like. However, this won’t stop websites from placing further cookies on your device. To do that, 
you need to adjust your web browser settings.   
Different web browsers have different ways of changing their cookie settings. To help you out, 
we have listed some useful links for the most common browsers below. These links were 
correct at the time of writing, but we cannot accept liability for their ongoing accuracy: 
Mozilla Firefox: http://support.mozilla.org/en-US/kb/enable-and-disable-cookies-website-
preferences  Google  
Chrome:https://support.google.com/chrome/bin/answer.py?hl=en&answer=95647&p=cpn_coo
kies  
Internet Explorer:https://support.microsoft.com/en-us/help/17442/windows-internet-explorer-
delete-manage-cookies   
Microsoft Edge: https://privacy.microsoft.com/en-US/windows-10-microsoft-edge-and-privacy   
Apple Safari: http://www.dummies.com/how-to/content/how-to-accept-or-reject-cookies-in-
safari.html   
Apple Safari - iOS: http://support.apple.com/kb/HT1677   
Opera: http://www.opera.com/browser/tutorials/security/privacy/  
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